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University technical staff should use this form to apply for direct access to an Oracle database. After completing sections 1, 2, 3, and 4, obtain the required approval signatures in sections 5 and 6.  Attach a copy of your FERPA certificate dated within the last two years and submit your request to the ITS Help Desk (LIB PW Lobby).  Note: Vendor/consultant must use the Third Party Vendor/Consultant Oracle Database Access Request form to request Oracle access.
Applicant Information

Check one:   FORMCHECKBOX 
 New Request     FORMCHECKBOX 
 Modify Existing Oracle Account
	Last Name, First Name, M.I.

     

 FILLIN   \* MERGEFORMAT 
	Employee ID # 

     

	Job Title

     
	Your Phone Extension

     

	Department/Unit

     
	Department Phone Extension

     

	College/Division

     
	Your Campus E-mail Address

     

	Applicant Type (check one):

 FORMCHECKBOX 
  Database Administrator    FORMCHECKBOX 
 Functional Technical Support Staff    FORMCHECKBOX 
 ITS Technical Support Staff      FORMCHECKBOX 
 IT Security and Compliance Staff


Access Requested
	System Name

     

	List all the database instances to which access is requested:

	

	     
	     
	     

	     
	     
	     

	     
	     
	     

	Access Type (check one):    FORMCHECKBOX 
 Permanent      FORMCHECKBOX 
 Temporary 

	For Temporary Access Only:

Number of days requested: ___     __ (pending approval by the appropriate system and functional data stewards)

Requested Access Start Date: ___     _______________

Requested Access Termination Date:  ____     ____________


Justification

	Direct Oracle access is necessary to perform the following job duties and tasks:

     

	Explain why your existing user account cannot be used to perform these job duties and tasks:

     


ACKNOWLEDGMENT OF CONFIDENTIALITY AND APPROPRIATE USE OF ACCOUNT
I understand that California State University, Los Angeles (CSULA) systems contain sensitive and confidential information.  In accordance with laws, regulations, as well as CSULA and CSU policies and guidelines, I will maintain strict security precautions for access, use, retention, and disposal of confidential data.  I certify that my account will be used only for the work described and justified above.  I understand that all Acknowledgments of Confidentiality and Appropriate Use of Account agreements previously signed by me apply to this account.  I understand illegal use of data, computers, programs, systems, networks, or supporting documentation is a violation of Penal Code Section 502 and is punishable by fine and/or imprisonment.

APPLICANT SIGNATURE:  _____________________________________________________________    Date: ______________________________ 
Access Approvals (Sign only if you approve this request. Otherwise, check “Request Denied” and give the reason for denial.)
	Department Chair/Manager
	
	Date:

	Dean/Director
	
	Date:

	 FORMCHECKBOX 
 Request Denied.  Reason:


Data Steward Approvals (Sign only if you approve this request.  Otherwise, check “Request Denied” and give the reason for denial.)
	
	Approved Access Privilege
	Signature
	Date

	System Data Steward
	 FORMCHECKBOX 
 SELECT    FORMCHECKBOX 
 UPDATE    FORMCHECKBOX 
 DBA
	
	

	Functional Data Steward
	 FORMCHECKBOX 
 SELECT    FORMCHECKBOX 
 UPDATE
	
	

	 FORMCHECKBOX 
 Request Denied.  Reason:


INFORMATION TECHNOLOGY SERVICES USE ONLY
Based on review of the Access Approval signatures, sign if you grant permission to proceed with this request.  Otherwise, check “Request Denied” and give the reason for denial.)
	CMS Project Director
	
	Date:

	Director, IT Security and Compliance
	
	Date:

	Vice President, Information Technology Services and Chief Technology Officer
	
	Date:

	 FORMCHECKBOX 
 Request Denied.  Reason:


ORACLE SECURITY ADMINISTRATOR USE ONLY
	Account created by


	Date


	Account revoked by


	Date





APPLICANT NAME_____________________________________








Original to HRM Personnel File, Cc to Director, IT Security and Compliance.  


